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Joint Parliamentary Scrutiny Group Secretariat 

To the attention of the JPSG Co-Chairs 

Europol reply to written questions from the delegation of the Nether­
lands to the Joint Parliamentary Scrutiny Group (JPSG) 

Dear Ms Florea, 

Dear Mr Moraes, 

In accordance with Article 4.2 of the JPSG Rules of Procedure and Article 51 of the 
Europol Regulation, Europol would like to respond to the questions raised by the 
delegation of the Netherlands to the JPSG as fellows: 

1. The draft multiannual programming document stresses the ambition to
increase operational activities by Europol. For instance, its refers to
"full scale delivery of operational service and impact". The delegation
would like to request information about what practical consequences
national police authorities might expect in this regard?

The mission of Europol is to support the Member States in preventing and combat­
ing all farms of serieus international and organised crime, cybercrime and terror­
ism. Europol realises its mission by providing a variety of operational products and 
services, with a view to achieving a positive impact for the security of the EU. 

Europol aims at providing focused and tailor-made operational support adapted to 
the needs of Member States and the specific nature of the case. Europol determines 
the different levels of operational support through a prioritisation mechanism. 

The ambition for delivering operational service is expressed in the new Europol 
Strategy 2020+, endorsed by the Europol MB in December 2018, in the strategie 
priority 2 - "Deliver agile operational support". A copy of the new Europol Strategy 
2020+ is enclosed. 

Europol re-assesses its type of services on a continuous basis, which include, as 
outlined in the Europol Programming Document 2019-2021 adopted by the Man­
agement Board on 30 January 2019 (copy enclosed), the following actions, for Eu­
ropa! to: 

• Act as 24/7 contact point for urgent operational requests from Member States'
Liaison Bureaux, Europol's National Units (ENUs), competent authorities and for
on-the-spot deployment by Europol staff (cross-checking of data across all rele­
vant data bases and applications available to Europol, mobile office support,
mobile device extraction kits, digital and document forensic support, disman­
tling synthetic drug labs and cannabis cultivation and production sites, technica!
support to investigate counterfeit currency production, payment card fraud
etc.);

• Actively support Member States in overcoming the technica! challenges to their
cyber and cyber-facilitated investigations, by identifying suitable tactics, devel-
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gapore, Hang Kong or Gibraltar. Links were detected with ether money laundering 
syndicates in charge of exchanging cryptocurrency for cash and transporting the 
illicit cash from the Netherlands to Spain. Through Europol's analysis, several inves­
tigations were brought together, triggering cooperation between the countries con­
cerned. Searches took place at private and business premises, and large amounts 
of cash, cryptocurrency and evidence were seized. Europol provided expert support 
on-the-spot. Two laboratories with a large amount and variety of synthetic drugs 
were dismantled. In the first lab, more than 50 kg of pills and one million doses of 
LSD were found. In the second lab, an higher amount of drugs was found. Eight 
persons were arrested on suspicion of drug trafficking, money laundering and 
membership of a crimina! organization. 

Trusting these answers will prove satisfactory; Europol remains available for further 
clarifications. 

Yours sincerely, 

Oldrich Martinu 
Deputy Executive Director Governance 




