Geachte Voorzitter,

Hierbij zend ik u de antwoorden op de vragen van de commissie Digitale Zaken bij het Jaarverslag [36 740 XIII-1] en het rapport Resultaten verantwoordingsonderzoek 2024 [36 740-XIII-2] van het ministerie van Economische Zaken en Klimaat, ingezonden op 28 mei 2025.

De antwoorden op de vragen over de Verantwoordingsstukken van het ministerie van Binnenlandse Zaken en Koninkrijksrelaties, het ministerie van Justitie en Veiligheid en de antwoorden op de overkoepelende / overige vragen worden apart toegezonden.

Hoogachtend,

E. Heinen  
Minister van Economische Zaken

**36 740 XIII-1**

**10**  
Hoeveel beleids- of wetsaanpassingen zijn er voorbereid in het kader van de AI-verordening? Wat is de planning voor 2025 en hoe verhoudt zich dit tot de omnibus-pakketten?

**Antwoord**

Het aanwijzen van toezichthouders vereist formele uitvoeringswetgeving. AI wordt in veel sectoren gebruikt en de AI-verordening raakt aan diverse bestaande wetten. Naast het opstellen van een algemene uitvoeringswet, zal een aantal bestaande wetten moeten worden aangepast om nieuwe bevoegdheden aan bestaande toezichthouders toe te kennen. Dit betekent dat veel ministeries en toezichthouders betrokken zijn bij de inrichting van het toezicht op de AI-verordening en de uitvoeringswetgeving. Momenteel werken de betrokken ministeries onder leiding van EZ, BZK en JenV uit hoe het toezicht wordt ingericht. Nadat het kabinet een besluit heeft genomen over de inrichting van het toezicht op de AI-verordening, zal uw Kamer hierover geïnformeerd worden.

Naar verwachting komt er vanuit de Europese Commissie een omnibus voor de digitale sector. Het kabinet kijkt met interesse naar de plannen. Pas wanneer die omnibus er is, is het mogelijk om gevolgen van de omnibus voor de nationale uitvoeringswetgeving van de AI-verordening vast te stellen.

11

Welke acties zijn er inmiddels ondernomen voor de aanlanding van nieuwe onderzeese datakabels met steun van de Zeekabel Coalitie?

Antwoord

Met de Zeekabel Coalitie wordt actief ingezet op de aanlanding van strategische nieuwe onderzeese datakabels in Nederland, om onze positie als digitaal knooppunt te behouden en versterken. De Tweede Kamer is in september geïnformeerd over de voortgang.[[1]](#footnote-2) Er is onder andere een ambassadeur aangesteld, actief contact gelegd met aangekondigde en lopende zeekabelprojecten om de mogelijkheden voor aanlanding in Nederland te verkennen, overleg gestart met alle Nederlandse kustprovincies en onderzoek afgerond naar de behoefte aan nieuwe zeekabels.

Rond de zomer zal de Kamer via een brief nader worden geïnformeerd over de stand van zaken rondom de uitvoering van de moties-Kathmann c.s.[[2]](#footnote-3) en de eerdere motie-Kathmann[[3]](#footnote-4) die allemaal verband houden met zeekabelinfrastructuur.

12

Hoe wordt de positie van datacenters in de digitale economie gestimuleerd?

Antwoord

In de visie op datacenters is opgenomen dat vanuit het kabinet geen stimuleringsbeleid bestaat voor de vestiging van datacenters. Initiatieven voor groei of nieuwvestiging van datacenters, of clustering daarvan in bijvoorbeeld de vorm van tech-campussen, moeten uit de regio of de sector komen. De rol van EZ is faciliterend. Vanuit die rol zal EZ een werkgroep in het leven roepen om initiatieven op het gebied van datacenters (gekoppeld aan de verantwoordelijkheid van EZ voor de digitale infrastructuur) in kaart te brengen, te bespreken en waar mogelijk te ondersteunen.[[4]](#footnote-5) Tevens zal ik gezien de groeiende vraag, onderzoek doen naar de behoefte van datacentercapaciteit in Nederland van ons bedrijfsleven.

13

Wat zijn de meetbare effecten van de subsidie “Mijn Cyberweerbare Zaak” op de digitale weerbaarheid van het midden en kleinbedrijf (mkb)?

Antwoord

Sinds oktober 2023 biedt het ministerie van Economische Zaken de ‘cybersubsidie’ Mijn Cyberweerbare Zaak aan. De regeling is gestart met een pilot om te achterhalen of een subsidie helpt om de financiële drempels die kleine bedrijven ervaren om te investeren in cybermaatregelen (gedeeltelijk) weg te nemen. De effecten van deze subsidieregeling wordt met evaluaties gemeten. Uit de in begin 2024 uitgevoerde evaluatie door het onderzoeksbureau Market Response bleek dit het geval.[[5]](#footnote-6) De evaluatie concludeerde dat de regeling de doelgroep weet te bereiken en duidelijk aanzet tot het versneld doen van investeringen in cyberveiligheid. De helft van de aanvragers gaf aan dat ze de investering waarschijnlijk niet hadden gedaan zonder de subsidie, 41% van de aanvragers gaf aan de investering vanwege de subsidie eerder te hebben gedaan dan zonder subsidie. In 2024 is de regeling opnieuw opengesteld. Uit de meest recente interne evaluatie (april 2025) blijkt wederom een positieve impuls voor ondernemend Nederland. Zo geeft 56% van de aanvragers aan dat de regeling ondernemers stimuleert om sneller maatregelen te nemen en speelt financiële ondersteuning een duidelijke rol in de besluitvorming: 63% zou meer hebben geïnvesteerd in digitale weerbaarheid als er een hoger subsidiebedrag beschikbaar zou zijn. De regeling stimuleert organisaties om sneller te investeren in cyberweerbaarheid en bevordert het gebruik van gerichte ondersteuning zoals de door het Digital Trust Center aangeboden zelfevaluatiemiddel de ‘CyberVeilig Check’.

**36 740-XIII-2**

7

**Hoe wordt de digitale weerbaarheid van het Nederlandse bedrijfsleven versterkt gezien de toename van digitale dreigingen?**

Antwoord

Het Digital Trust Center (DTC) verhoogt de digitale weerbaarheid van het Nederlandse bedrijfsleven door het geven van informatie en advies en door middel van het aanjagen van samenwerking. Dit doet zij door diverse kennisproducten en tools aan te bieden via onder andere de website, door algemene en specifieke dreigingsinformatie te delen en door subsidie te geven. Met de subsidie Versterking Cyberweerbaarheid stimuleert het DTC samenwerkingsverbanden van bedrijven in niet-vitale sectoren en de subsidie ‘Mijn Cyberweerbare Zaak’ ondersteunt het midden- en kleinbedrijf bij het nemen van maatregelen. Dit is verder uiteengezet in de brief die op 11 februari jl. aan de Kamer is gezonden.[[6]](#footnote-7)

**8**

**Hoe is de betrokkenheid van de minister ingeregeld bij het prioriteren van netaansluitingen voor datacenters en digitale infrastructuur bij netcongestie?**

Antwoord

Het stellen van regels en voorwaarden voor het verkrijgen van toegang tot het elektriciteitsnet is de exclusieve bevoegdheid van de onafhankelijk toezichthouder, de Autoriteit Consument en Markt (ACM). De ACM werkt dit moment, naar aanleiding van een uitspraak van het College van Beroep voor het bedrijfsleven (CBb) aan het opstellen van een nieuw prioriteringskader. Het CBb heeft in haar uitspraak expliciet aangegeven dat de ACM daarbij advies kan vragen aan de minister van Klimaat en Groene Groei. De ACM dient echter tot een eigenstandig besluit te komen.

In het huidige prioriteringskader wordt aan drie categorieën partijen voorrang gegeven in de wachtrij voor toegang tot het elektriciteitsnet. Dat zijn (1) congestieverzachters, (2) veiligheid, en (3) basisbehoefte. Datacenters vallen in het kader niet onder een van de genoemde geprioriteerde categorieën en krijgen dus geen voorrang.

**9**

**Wordt er gewerkt aan een nieuwe onderbouwing voor het afwegingskader ten aanzien van de aansluiting op het stroomnet in gebieden met netcongestie?**

Antwoord

Ja. De rechter heeft bepaald dat de ACM (Autoriteit Consument en Markt) tot 1 januari 2026 heeft om met een nieuw prioriteringskader te komen. De ACM heeft laten weten aan de slag te zijn met een beter onderbouwd prioriteringskader voor transportverzoeken vóór 1 januari. Het stellen van regels en voorwaarden voor het verkrijgen van toegang tot het elektriciteitsnet is de exclusieve bevoegdheid van de ACM als onafhankelijk toezichthouder.

**10**

**In hoeverre wordt er gewerkt aan de verbeterpunten voor de onvolkomenheden die de Algemene Rekenkamer, ook vorig jaar al, heeft geconstateerd met betrekking tot Oracle EBS?**

Antwoord

De Algemene Rekenkamer constateert dat het autorisatiebeheer van het financieel systeem Oracle eBS, dat gebruikt wordt door de dienstonderdelen van EZ, KGG en LVVN, verder is verbeterd in 2024, maar dat er nog drie resterende verbeterpunten zijn, waarvan één nieuw punt.

De Algemene Rekenkamer geeft aan dat er geen volledig inzicht is in de tijdelijke rechten die systeembeheerders aan zichzelf hebben gegeven.

Door vanaf 2025 ‘logging’ te implementeren, geborgd in een daartoe geëigend proces ter aanvulling van het huidige administratieve proces, wordt deze tekortkoming weggenomen. De implementatie van de ‘logging’ zit in de laatste fase (testen) voordat het geïmplementeerd kan worden in productie.

Verder geeft de Algemene Rekenkamer aan dat er op centraal niveau onvoldoende inzicht is in hoe dienstonderdelen met de conflicterende rollen omgaan, en met de risico’s die daarbij horen. Daarnaast meldt de Algemene Rekenkamer dat het van belang is dat de bewindspersonen ook centraal inzicht krijgen in de kwaliteit van het decentrale autorisatiebeheer.

Deze punten worden uitwerkt in het reguliere halfjaarlijkse controleproces op autorisatiebeheer eBS, waarbij de tweedelijnscontroles helder worden belegd tussen Compliance, Beheer en Uniformering Autorisatiebeheer eBS (CBU) en/of de decentrale dienstonderdelen. Op dit moment wordt het plan van aanpak afgestemd en de werkzaamheden ingericht.

1. Kamerstuk 26643, nr. 1222. [↑](#footnote-ref-2)
2. Kamerstuk 26643, nr. 1266 en 26643, nr. 1267. [↑](#footnote-ref-3)
3. Kamerstuk 26643, nr. 1192. [↑](#footnote-ref-4)
4. Kamerstukken II 2024/25, 26643, nr. 1242. [↑](#footnote-ref-5)
5. [https://www.digitaltrustcenter.nl/mijn-cyberweerbare-zaak-2023-positief-geevalueerd](https://eur01.safelinks.protection.outlook.com/?url=https%3A%2F%2Fwww.digitaltrustcenter.nl%2Fmijn-cyberweerbare-zaak-2023-positief-geevalueerd&data=05%7C02%7Cc.wannee%40minezk.nl%7Cc277f21d4d8549f94f0908dda1cfbe74%7C1321633ef6b944e2a44f59b9d264ecb7%7C0%7C0%7C638844635800628964%7CUnknown%7CTWFpbGZsb3d8eyJFbXB0eU1hcGkiOnRydWUsIlYiOiIwLjAuMDAwMCIsIlAiOiJXaW4zMiIsIkFOIjoiTWFpbCIsIldUIjoyfQ%3D%3D%7C0%7C%7C%7C&sdata=2AnbLohvpJJqmXeFKY%2FJvohtSO2kN%2Ba9jdebGN5iZmQ%3D&reserved=0) [↑](#footnote-ref-6)
6. [Kamerbrief over voortgang Digital Trust Center en CSIRT-DSP | Kamerstuk | Rijksoverheid.nl](https://www.rijksoverheid.nl/documenten/kamerstukken/2024/03/08/kamerbrief-voortgang-digital-trust-center-en-csirt-dsp) [↑](#footnote-ref-7)